
 

Talk to your child about 
online safety 

 
 
Make it part of your daily conversation so your child feels relaxed and are more likely to come to you with any worries. 
 

➢ Reassure them – you’re interested in their life, recognise they’ll be using the internet for many different 
things. 

 
➢ Ask who they’re talking to – remind them that not everyone online is who they say they are. 

 
➢ Remind them about strangers – not to share names, locations, schools, etc. 

 

Social media risks 
Facebook, Instagram, Snapchat, Tiktok, Twitter, Wink 
 

➢ Oversharing – being pressured into sharing personal information or photos/videos of themselves. 
 

➢ Sharing their location – via apps, games, tagging photos, checking into venues, etc. 
 

➢ Talking to people they don’t know – via apps, games, chat rooms, etc. 
 

➢ Sending or receiving inappropriate content – sharing memes/images of others without their consent or that 
is harmful to themselves.   
 

➢ Unrealistic sense of body image or reality – feeling under pressure to conform to the ideal body or lifestyle. 
 
➢ Obsessive focus on likes & comments – focussing on likes & comments can leave them feeling they aren’t 

good enough or popular. 
 

➢ Healthy lifestyle – being on devices for long periods of time, late at night impacts on sleep and causes lack of 
attention in school. 

 
Staying safe on social media 
 

➢ Review location settings on their devices – locations shared publicly can be seen by anyone increasing the 
risk of cyberbullying, stalking or unwanted contact. 
 

➢ Get to know the safety and privacy settings – for each app they use consider setting accounts to private. 
 

➢ Age ratings & features – check minimum age on apps they use, consider what is suitable for your child. 

 
Chat apps 
Whatsapp, Omegle, Telegram, Viber, Signal, Facebook messenger, Discord, Snapchat, Kik 
 
Chat apps allow users to send messages, photos and videos to individuals or large group chats.  Check privacy/safety 
settings to restrict who can contact them.  Speak to your child about what they are sharing with others and that if 
someone screen shots their conversations/pictures they can still be shared even if 
your child deletes them. 

 
If something goes wrong 



 
You may have found out your child has been viewing inappropriate images/websites, sharing explicit images or being 
bullied online.  Conversations about these can be difficult but it’s important to be open, honest, calm and non-
judgemental.  Your child’s school can be a great source of information in these instances, speak to 
the class teacher, tutor or Designated Safeguarding Lead for help. 

A useful website is https://www.ceop.police.uk where parents/carers and children can report 
their concerns online. 

https://www.ceop.police.uk/

